**From:** NCIIPC KMS <kms@nciipc.gov.in>  
**Sent:** Wednesday, 7 August, 2024 11:40:18 am (UTC+05:30) Chennai, Kolkata, Mumbai, New Delhi  
**Subject:** NCIIPC Fortnightly CVE Report for 01-15 Jul 2024 (TLP: CLEAR)

|  |  |
| --- | --- |
|  | **CAUTION:** This email originated from outside the organization. Do not click links or open attachments unless you recognize the sender and know the content is safe. |

|  |  |  |
| --- | --- | --- |
|  | **Government of India**  **National Critical Information Infrastructure Protection Centre**  **(A Unit of NTRO)** |  |
|  |  | **Date: 07 Aug 2024** |
| **Subject: NCIIPC Fortnightly CVE Report for  01-15 Jul 2024**  This data is to be considered as  **TLP: CLEAR**  Dear Sir/Madam,    Please find below link for the NCIIPC fortnightly Common Vulnerabilities and Exposures (CVE) report during  01-15 Jul 2024. CVE Report in excel format is also available at NCIIPC portal. The patches for the installed products may be applied on a priority basis depending upon the severity level.  <https://nciipc.gov.in/documents/01_15_Jul24_CVE.pdf>  **SHA1:**285bfb5edaa038e649c84c6c70370ec76e329bad  **SHA256**: 25dc81c2132e6259d3627a080a6a426c4d85d78d1d5792b5ef23fae2fa02e49e  Below is the severity-wise summary:  The severity-based summarized table consists of total 448 vulnerabilities which have been categorized on the basis of Application, Operating System & Hardware. These vulnerabilities have further been sub-categorized on the basis of Vendor, Product & affected Version and thus consists of 7278 entries for the period 01-15 Jul 2024.    For any suggestions/feedback please feel free to contact | | |
| **With Best Regards,**  **Knowledge Management System**  **National Critical Information Infrastructure Protection Centre**  **Block-III, Old JNU Campus, New Delhi - 110067**  **Website:**[**www.nciipc.gov.in**](http://www.nciipc.gov.in/)  **Toll Free: 1800-11-4430** | | |